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1. Le responsable de la protection des données personnelles :
Cette notice est élaborée et mise à jour par la Succursale en France d’ABN AMRO Bank NV, 119 - 121 boulevard Haussmann, 75008 Paris, 
agissant en tant que responsable de traitement de vos données personnelles. 

Pour les besoins du présent document, les termes « nous », « notre » ou « nos » désignent la Succursale en France d’ABN AMRO Bank NV.

2. Les personnes concernées par cette notice :
Ce document d’information est destiné à toute personne qui se porte candidate à un poste au sein de la Succursale en France d’ABN 
AMRO Bank NV.
Le processus de sélection et de recrutement commence dès lors que vous adressez votre candidature, et se termine à la signature d’un 
contrat de travail ou au rejet de votre candidature.

Pour les besoins du présent document, les termes « vous » ou « votre/vos » désignent les candidats à un poste au sein d’une entité en 
France du groupe.

3. Les informations de contact :

Un délégué à la protection des données personnelles a été nommé pour l’ensemble des entités juridiques du Groupe ABN AMRO. 
Il exerce ses fonctions au siège social d’ABN AMRO Bank NV à Amsterdam aux Pays-Bas. Ce délégué s’est entouré d’une équipe 
internationale de correspondants à la protection des données personnelles.

Vous pouvez contacter le Correspondant à la protection des données personnelles de la Succursale en France d’ABN AMRO Bank NV 
en écrivant à l’adresse électronique donneespersonnelles@fr.abnamro.com ou par courrier postal à l’adresse suivante : 

ABN AMRO BANK N.V., succursale en France 
Direction de la Conformité

Correspondant à la protection des données, 
119 – 121 boulevard Haussmann

75008 Paris.

Si vous souhaitez vous adresser directement au délégué à la protection des données personnelles du Groupe ABN AMRO, vous pouvez 
lui écrire par courriel à l’adresse privacy.office@nl.abnamro.com ou par courrier postal à l’adresse suivante : ABN AMRO Privacy Office, 
Gustav Mahlerlaan 10, PO Box 283 (PAC : HQ1161), 1000 EA Amsterdam, Pays-Bas.

4. Les données personnelles que nous collectons :
Une donnée personnelle est toute information qui se rapporte à une personne physique identifiée ou identifiable de façon directe ou 
indirecte. 

Nous collectons, utilisons et conservons les données suivantes :

	Des données d’identification et de contact : nom, prénom, sexe, date de naissance, adresse, numéro de téléphone, e-mail, les  
	 informations figurant sur votre curriculum vitae et dans votre lettre de motivation ;

	Des informations relatives à la sélection et au recrutement : diplômes, expériences professionnelles, qualifications, références,  
	 vérifications portant sur l’intégrité du candidat ;

	Des données générées dans le cadre des échanges physiques ou à distance : renseignements relatifs aux entretiens auxquels  
	 vous avez participé et sur les éventuelles évaluations qui en découlent, données issues de l’analyse graphologique ;

	Des données pour assurer la sécurité des biens et des personnes : informations relatives à la délivrance d’un badge de visiteur,  
	 images enregistrés par notre système de vidéosurveillance.
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La succursale en France d’ABN AMRO Bank N.V. apporte le plus grand soin à la gestion et à la protection de vos données personnelles. 
Cette notice a vocation à vous informer sur la manière dont ABN AMRO collecte, utilise, traite et transmet vos données personnelles. 
Nous vous recommandons de prendre le temps de lire ce document. 
Si vous avez des questions, nous vous invitons à prendre contact avec votre interlocuteur au sein de la Direction des Ressources 
Humaines ou notre Correspondant à la Protection des Données dont vous trouverez les coordonnées dans la section 3 « Les informations 
de contact ».



5. Les sources de données :
Les données personnelles que nous utilisons peuvent être collectées directement auprès de vous ou auprès de 
sources tierces, comme par exemple une agence d’intérim, un cabinet de recrutement, Pôle Emploi ou un cabinet 
externe spécialisé dans les projets de reclassement professionnel.

Nous pouvons également être amenés à consulter les informations vous concernant sur des réseaux sociaux 
professionnels, notamment votre profil LinkedInTM.

6. Les finalités des traitements et les fondements juridiques :
Nous ne pouvons pas collecter, utiliser et conserver vos données personnelles sans fondement juridique ni finalité 
(i.e. objectif) préalablement déterminés. Dans le cadre de nos activités, nous nous appuyons, selon le traitement 
considéré, sur l’un des fondements juridiques suivants prévus par la réglementation : obligation légale ou 
réglementaire, intérêt légitime ou consentement.

6.1. Le respect d’une obligation légale
Pour nous conformer à nos obligations légales, nous devons collecter, analyser, conserver et parfois transmettre vos 
données personnelles. Nous traitons vos données personnelles pour atteindre les principales finalités suivantes : 

Le contrôle d’intégrité des personnes occupant des fonctions concernées par une telle obligation : réaliser 
une analyse d’intégrité pour les personnes occupant une fonction clef, réaliser les vérifications dans le cadre du 
processus de recrutement des personnes compte tenu des fonctions, des activités et de la position hiérarchique qui 
leur sont associés dans le cadre du dispositif de lutte contre le blanchiment d’argent. Les collaborateurs concernés 
seront informés individuellement.

La gestion des demandes d’exercice de droits relatifs aux données personnelles : enregistrer et analyses les 
demandes et y apporter une réponse.

6.2. La poursuite de nos intérêts légitimes :
Nous utilisons vos données personnelles pour servir nos intérêts légitimes, sous réserve de nous assurer au 
préalable que nos intérêts n’empiètent ni sur les vôtres, ni sur vos libertés et droits fondamentaux. Lorsque nous 
traitons vos données sur la base de l’intérêt légitime, vous avez le droit de vous opposer au traitement.

Nous collectons et utilisons vos données personnelles pour les principales finalités suivantes :

L’ appréciation des aptitudes professionnelles et l’évaluation de la capacité à occuper l’emploi proposé : 
réaliser des entretiens, réaliser des analyses graphologiques, des tests de personnalité ou des tests de langues. Les 
résultats de ces évaluations sont confidentiels. 

La gestion de la sécurité des biens, des systèmes et des personnes : déployer un système de vidéosurveillance, 
gérer les accès physiques aux locaux par badge personnel, gérer l’occupation des espaces de l’immeuble situé 119-
121 boulevard Haussmann.

La conservation de votre curriculum vitae et de votre lettre de motivation : lorsque votre profil ne correspond 
pas au(x) poste(s) que nous avons à pourvoir au moment de votre candidature, nous pouvons envisager de conserver 
vos informations nous permettant de vous contacter si un poste correspondant à votre profil venait à se libérer. Vous 
en êtes alors informé et vous avez la possibilité de demander la destruction de votre dossier.

6.3. Le consentement préalable
Dans certains cas, nous pouvons être amenés à recueillir votre consentement préalable pour la collecte ou l’utilisation 
d’informations vous concernant comme la prise de référence auprès de votre environnement professionnel. 

Ce consentement est libre et peut être retiré à tout moment.

7. Le Groupe ABN AMRO et vos données :
Nous traitons vos données personnelles avec le plus grand soin et ne partageons que les données nécessaires pour 
une gestion appropriée des ressources humaines. 

Les données personnelles recueillies pourront être transmises, dans la limite nécessaire à l’accomplissement des 
tâches qui nous sont confiées, à ABN AMRO Bank NV à Amsterdam aux Pays-Bas dont nous faisons partie et qui 
peut nous assister dans notamment l’administration interne des ressources humaines.

Nous utilisons également des plateformes et des outils du Groupe.

8. Les destinataires de vos données personnelles : 
Dans certaines situations, il peut être nécessaire de transmettre vos données personnelles à des tiers, comme par 
exemple un consultant en charge d’une mission de recrutement ou d’évaluation pour notre compte. 

Nous  sélectionnons nos prestataires avec soin et nous veillons à ce que les contrats contiennent l’ensemble des 
conditions et clauses nécessaires à la protection, la confidentialité et la sécurité de vos données personnelles. 

9. Le transfert de vos données hors de l’Union Européenne :
Nos données peuvent être transférées en dehors de l’Union Européenne lorsque nous avons recours aux services 
d’un prestataire ou d’une entité du Groupe ABN AMRO qui exerce son activité dans un pays qui ne fait pas partie 
de l’Union Européenne. 
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Dans le cas où le pays situé en dehors de l’Union Européenne n’a pas fait l’objet d’une décision d’adéquation de la 
Commission Européenne le considérant comme un pays offrant un niveau de protection adéquat des données, les 
garanties suivantes sont mises en place : 

	Pour les transferts de données vers des sociétés tierces : nous signons avec ces sociétés les clauses  
	 contractuelles types approuvées par la Commission Européenne et nous veillons à mettre en place les garanties  
	 nécessaires afin de protéger de manière adéquate les données transférées. 

	Pour les transferts de données vers d’autres entités du Groupe ABN AMRO : ces transferts respectent nos  
	 règles d’entreprise contraignantes (ou « Binding Corporate Rules » en anglais) validées par l’autorité de  
	 protection des données et disponible sur le site internet du Groupe ABN AMRO en cliquant ici 1.

Vous pouvez obtenir une copie de ces garanties en nous envoyant une demande en ce sens (voir la section 3 « Les 
informations de contact » ci-dessus).

10. La sécurité de vos données :
Nous accordons une grande importance à la protection de vos données personnelles. Ainsi, nous mettons en œuvre 
les mesures techniques et organisationnelles de sécurité nécessaires pour éviter toute atteinte à la confidentialité, 
la disponibilité et l’intégrité de vos données personnelles. 

A titre d’exemple :

	les exigences de sécurité pour la transmission et le stockage de données personnelles vers et par nos  
	 prestataires ; 

	la surveillance des flux de courriels ; 

	la définition et l’attribution d’habilitations pour accéder et utiliser les données personnelles ; 

	les politiques interne telles que la politique « clean desk ».

La sécurité est une priorité que nous partageons avec vous dans une volonté d’amélioration continue. Nous vous 
invitons à nous signaler toute faiblesse de sécurité que vous pourriez constater dans l’un de nos processus. 

11. Les durées de conservation des données personnelles
Lorsque nous ne donnons pas suite à votre candidature, nous pouvons décider de conserver vos données 
personnelles pendant une période maximum de 2 ans à compter la date du dernier contact. Vous avez le droit de 
vous y opposer et de demander la destruction de votre dossier. 

Seul l’accord formel du candidat permet une conservation plus longue. Si vous êtes embauché, nous conserverons 
vos données personnelles pendant la même durée que les données personnelles nécessaires à la gestion des 
ressources humaines.

12. Vos droits :

Conformément à la réglementation en vigueur, vous disposez de droits sur vos données personnelles. Vous pouvez 
contacter votre correspondant à la protection des données personnelles de Banque Neuflize OBC en écrivant à 
l’adresse électronique suivante : donneespersonnelles@fr.abnamro.com ou par courrier postal à l’adresse :

Banque Neuflize OBC
Direction de la Conformité

Correspondant à la protection des données
119 - 121 boulevard Haussmann

75008 Paris.

Pour réaliser les vérifications d’usage, une copie de votre pièce d’identité peut vous être demandée si nous avons 
un doute raisonnable sur votre identité. 

Droit d’accès : Vous avez le droit d’obtenir la confirmation que des données  personnelles vous concernant sont ou 
ne sont pas traitées et lorsqu’elles le sont, l’accès à et une copie de ces données.

Droit de rectification : Vous pouvez demander la modification de vos données personnelles si vous estimez que 
celles-ci sont inexactes ou incomplètes.

Droit à l’effacement (droit à l’oubli) : Vous avez le droit de nous demander la suppression de vos données 
personnelles. Nous ne pouvons cependant pas toujours accéder à votre demande notamment lorsque la loi nous 
oblige à conserver les données.

Droit à la limitation du traitement : Vous pouvez nous demander de limiter l’utilisation de vos données 
personnelles. Ce droit signifie que le traitement des données vous concernant auquel nous procédons est limité, 
de sorte que nous pouvons conserver ces données, mais nous ne pouvons pas les utiliser ni les traiter autrement. 
Ce droit s’applique si vous estimez que vos données personnelles ne sont pas exactes, que nous les utilisons de 
manière illicite, qu’elles ne sont plus utiles pour les finalités listées dans la section 6 ci-dessus ou lorsque vous vous 
êtes opposé au traitement de vos données. 56
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3/41 Ou en suivant le lien : https://www.abnamro.nl/en/personal/overabnamro/privacy/binding-corporate-rules.html

https://www.abnamro.nl/en/personal/overabnamro/privacy/binding-corporate-rules.html
https://www.abnamro.nl/en/personal/overabnamro/privacy/binding-corporate-rules.html


Droit d’opposition : Lorsque nous traitons vos données personnelles sur la base de nos intérêts légitimes, vous 
pouvez à tout moment vous opposer au traitement de vos données personnelles pour des raisons tenant à votre 
situation particulière, à moins que nous fassions valoir des motifs légitimes et impérieux pour le traitement de telles 
données qui prévalent sur vos intérêts, droits et libertés, ou lorsque de telles données sont nécessaires pour la 
constatation, l’exercice ou la défense d’un droit en justice. 

Droit à la portabilité des données : Pour les traitements fondés sur votre consentement ou sur l’exécution du 
contrat, vous avez la possibilité de récupérer une partie de vos données sous format électronique ou de demander 
le transfert à un tiers. Nous attirons votre attention sur les conditions de sécurité dans le transfert et le traitement 
de vos données par le destinataire. Vous devez vous assurer que le tiers est digne de confiance et vous propose un 
niveau de sécurisation adéquat pour vos données personnelles. 

Droit de définir des directives relatives au sort de vos données personnelles après votre décès : Vous 
avez le droit de définir des directives générales et particulières relatives à la conservation, à l’effacement et à la 
communication de vos données personnelles après votre décès. Vos éventuelles directives particulières seront 
enregistrées par la Banque Neuflize OBC, et vous pouvez les modifier ou les révoquer à tout moment. A noter que 
ce droit est sous réserve de la publication des textes réglementaires applicables.

Droit de retirer votre consentement : Pour les traitements de données personnelles pour lesquels vous avez 
donné votre consentement, vous avez le droit de retirer ce consentement à tout moment.

Droit d’introduire une réclamation : Si vous souhaitez nous faire part d’un mécontentement relatif au traitement de 
vos données personnelles, vous pouvez vous adresser au correspondant à la protection des données personnelles. 

Vous avez également la possibilité d’introduire une réclamation relative aux traitements de vos données personnelles 
auprès de la Commission Nationale Informatique et Libertés (CNIL), 3 place de Fontenoy 75007 Paris ou sur www.
cnil.fr.
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